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Zero Day Attacks can be defeated by throwing a full set of 
individual controls (i.e. Backup, Configuration, Updates, Internet 
Security, and Staff Awareness)

Holistic Cyber Security can be attacked by a throwing a full 
set of non-Zero Day attacks (i.e. Malware, Hackers, Phishing, 
Accidental Breach, and DoS)

• Either side may start the game.  Play is then determined by the winner of prior rounds.

• The starting player has up to three throws but can stop after one or two if preferred. The second player is then limited to that number of throws.

• All dice are thrown on the first throw. Players can then choose which to keep or throw again, continuing until they decide to stop or reach the 
maximum throws.

• To win, players need to throw more defence dice than the corresponding attack (or vice versa) – e.g. if 2 Malware dice are thrown then 
defenders need 3+ of other relevant dice to defend. 

• If a matching number of attack/defence dice are thrown (e.g. 3 Malware and 3 Backup), then the round is a draw (no point scored).  


